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Microsoft 365 Services 
The Majority of our Customers are advised to look at cloud storage for security and data protection. 

 

Microsoft 365 gives you cloud storage plus a host of bespoke features subscription costs as follows: 

 

Microsoft Family £7.99 / month or £79.99 per year – 6 users each with 1TB of cloud storage and office. 

Microsoft 365 Personal £5.99 per month or £59.99/year – Single user 1TB of cloud storage and office. 

For the home user both the above are recommended plans, providing synchronised cloud storage with your hard 

drives on up to 5 devices. 

 

However, it all becomes very exciting when you move up to Business Premier (other cheaper options in between). 

Microsoft 365 Business Premium £16.60 per user per month providing: 

All the office suite or programs including Intune & Azure information protection.  

 

 

https://vr-tech.uk/


We offer full management of 365 services, including remote set up and installation. 

Intune 

As organizations move to support hybrid and remote workforces, they're challenged with managing the different devices that access 

organization resources. Employees and students need to collaborate, work from anywhere, and securely access and connect to these 

resources. Admins need to protect organization data, manage end user access, and support users from wherever they work.Microsoft 

Intune is a cloud-based endpoint management solution. It manages user access and simplifies app and device management 

across your many devices, including mobile devices, desktop computers, and virtual endpoints.You can protect access and data 

on organization-owned and users personal devices. And, Intune has compliance and reporting features that support a Zero Trust 

security model. You can manage users and devices, including devices owned by your organization and personally owned devices. 

Microsoft Intune supports Android, Android Open Source Project (AOSP), iOS/iPadOS, macOS, and Windows client devices. With Intune, you 

can use these devices to securely access organization resources with policies you create. 

General 

By using Intune it provides a very effective control over company data and security on equipment being utilised outside of 

the organisations offices, in a time of increasing hybrid working and mobile engineers / sales staff, this provides a very high 

level of data security confidence for both the company and the workforce. 

Every system set up to the bespoke requirements of the company, a very versatile system. 

 

Azure Protection Information 

Microsoft Azure Information Protection (AIP) helps organizations discover, classify, label, and protect sensitive documents and emails. 

Admins can define rules and conditions to apply labels automatically, users can apply labels manually, or a combination of the two can be 

used—where users are given recommendations on applying labels. Users also benefit by having the ability to manually apply sensitivity 

labels to their content or by having their content automatically classified. 

https://learn.microsoft.com/en-us/security/zero-trust/zero-trust-overview
https://learn.microsoft.com/en-us/security/zero-trust/zero-trust-overview

